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Installing ABBYY FlexiCapture

Before purchasing the product, analyze your document processing needs and select either the local or the distributed
version.

If you plan to process moderate amounts of documents (approximately 5,000 pages per day), employ one or two op-
erators for the job, and do not require any sophisticated batch routing, then Standalone Installation is the best choice.

If you plan to automate data capture and processing, require sophisticated batch routing based on document or batch
types, and need a scalable pool of centrally administered workstations, then select Distributed Installation.

Note: When installing the program under Windows Vista, Windows Server 2008 or newer operations systems, the
UAC should be disabled before installation or the native administrator account must be used.

Important! The distributed and local versions cannot be installed on the same computer.

Standalone Installation

System Requirements

1 PC withPdmttiedrkE/ Cel er onE/ Cor eE2 Duo/ Quad/ XeonE/ CoreE i 5/
K6/ Turi onE/ At hl onE/ DuronE/ SempronE with a minimum cl ock

1 Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Windows Server
2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008 R2 SP1 + Desktop Ex-
perience, Windows Server 2012 + Desktop Experience, Windows Server 2012 R2 + Desktop Experience (for
localized interfaces, corresponding language support is required)

Memory: 512 MB for each CPU core, but no less than 1 GB

Hard disk space: 1.5 GB (including 1 GB for installation)

Scanner supporting TWAIN, WIA or ISIS

Video card and display with a resolution of 102471768

= =4 =4 -4 =4

Microsoft .NET Framework 3.5 SP1

Installation methods
The following installation methods are available to install the standalone version of ABBYY FlexiCapture:

7 manually (interactive installation)

¢  from the command line

Interaction of the system components

The following figure displays the system component interaction for standalone installation:

Administrator

Station Operator Station

FlexiLayout
Studio

Licensing Server
TCP/IP 10041

. —

FormDesigner

If you have one license and several operator stations, then for connecting operator stations to the Licensing Server,
the 10041 port has to be opened manually in Firewall settings.

Manual (interactive) installation
To install the standalone version of ABBYY FlexiCapture:

E 2014 RrBdBction LLC. All rights reserved. 5



1. Inthe Autorun menu, select Standalone Installation (you can run the autorun.exe file manually).

2. Select a setup language. The setup program will compare the locale of your system and the selected lan-
guage. If the languages are incompatible, a warning message is displayed.

3. Next, the setup program checks the version of your operating system and the availability of the administrative
permissions. If the version of the operating system is not supported by the program or you do not have the
administrative permissions, a warning message is displayed and the setup program is terminated.

4. If all the checks are passed successfully, the end-user license agreement will be displayed. Read the license
agreement carefully and if you agree with the terms of the agreement, select the corresponding option and
click Next.

5. Adialog box will open prompting you to enter some information about yourself. Enter the required information
and continue with the installation.

6. Inthe next dialog box, select one of the available installation modes:

1 Administrator Station i The setup program installs the Administrator Station, FormDesigner, and
FlexiLayout Studio.

1 Operator Station i The setup program installs only the Operator Station. (The Administrator Station,
FormDesigner and FlexiLayout Studio will not be installed).

1 Administrator and Operator Stations i The setup program installs the Administrator Station, the Oper-
ator Station, FormDesigner and FlexiLayout Studio. By default this configuration is installed.

7. Next, select a destination folder. By default, the program is installed to %systemdrive%\Program
Files\ABBYY FlexiCapture 11. If there is not enough space on the selected hard disk, a window is displayed
showing your hard disks, the available free space, and the space required by the installation. Select a disk
with sufficient free space and continue with the installation.

8. The program files will be copied onto your computer. Once the installation is finished, the setup program will
display a message saying that the application has been successfully installed.

9. LicenseManagerwi | I be | aunched automatically so thatMaryou <can
aging Lic e n s sediadn for details.

Note: For information about configuring multiple workstations to work with a single license server, see Connecting
stations to the Licensing Server. 0

Command line installation

In the default configuration, all recognition languages are installed on the local computer and the interface language is
selected automatically based on the regional settings of the computer on which the program is installed. By default,
the Administrator and Operator Stations installation mode will be selected (see above).

Run the setup.exe file located in the administrative installation folder using the command line options described be-
low.

Advertise installation
For advertise installation, type
Setup.exe /j

The ABBYY FlexiCapture icon will appear in the Start menu. Clicking this icon automatically installs the program in
default configuration.

Silent installation

In the case of silent installation, no setup dialog boxes are displayed and the program is installed in default configura-
tion.

Setup.exe /gn

Changei/ qnii/ogbi f you want an installation progress bar to be
No other dialog boxes will be displayed.

Additional command line options

/L<language code> disables auto selection of the interface language and installs the program with the interface lan-

guage you specified.

The following language code values are available:

1033 English

1049 Russian

E 2014 RrBdBction LLC. All rights reserved. 6



IV <command line> passes the specified command line directly to msiexec.exe. The <command line> string can be
replaced with the following commands:

INSTALLDIR="<destination>" i the path to the folder where ABBYY FlexiCapture is to be installed.
SETUPTYPE_CMD="<install mode>" i available installation modes.

The following modes are available:

Full T Administrator and Operator Stations

Admin i Administrator Station

Operator i Operator Station

Note: See the previous section for a description of the available installation modes.

Example:

Setup.exe /gqn /L1049 /v INSTALLDIR="D:\FC11" SETUPTYPE_CMD=Full

As a result, the Administrator and Operator Stations will be installed into D:\FC11, and Russian will be used the lan-
guage of the interface.

Removing ABBYY FlexiCapture in silent mode
msiexec /x {uninstall registry key}.

The location of the uninstall registry key:
HKEY_LOCAL_MACHINE\Software\Microsoft\Windows\CurrentVersion\Uninstall (the Product ID is in the name
of the subkey with the product name in its values). You can also determine the Product ID by executing the following
command in the command line: "wmic product where "Name like '%FlexiCapture%™ get Name, Version,
IdentifyingNumber".

Distributed Installation

System Requirements

Servers
Application Server

1 PC with Intel E Pent i umEg/ Cel eronE/ QoreEZ Duo/ Quad/ XeonE/
K6/ Turi onE/ At hl onE/ DuronE/ Sempr onE wiThetuseaf processormum c | oc k
which has 2 or more cores is recommended for Application Server.

1 Operating system: Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008 R2 SP1 + Desk-
top Experience, Windows Server 2012 + Desktop Experience, Windows Server 2012 R2 + Desktop Experi-
ence.

1 Memory: no less than 2 GB for Application Server and 4 GB for MS SQL Server

]

Hard disk space: 100 MB for installation, 2 GB for SQL Server database. Additional space is required for the
file storage.

The computer where the server is installed must be connected to your domain
Internet Information Server 7 or higher.
Microsoft .NET Framework 4.0 (4.5 if running under Windows Server 2012)

Microsoft SQL Server 2005 SP2, 2008 SP1, 2008R2 SP2, 2012 SP1, 2014
Note: Microsoft Azure SQL is not supported.

= =4 =4 =

1 Oracle 10g, 11g or 12¢
Administration and Monitoring Console
f Videocardanddi spl ay with a resolution of 10241768
1 Internet Information Server 7 or higher.
1 Microsoft .NET Framework 4.0 (4.5 if running under Windows Server 2012)
1

Crystal Reports for Visual Studio 2010 (Version 13, 13.0.11.1467 is recommended), Crystal Reports
2008 (Version 12), Crystal Reports for Visual Studio 2008 (Version 10.5)

1 Internet Explorer 7, 8, 9, 10 or 11.

E 2014 RrBdBction LLC. All rights reserved. 7



Note. To insure that Internet Explorer 11 works correctly, install .NET Framework 4.5 on the com-
puter with the Application Server or add the address of an application server to the list of websites
that are opened in compatibility mode.

FlexiCapture Authentication Module
1 Internet Information Server 7 or later
1  Microsoft .NET Framework 4.0 (4.5 if running under Windows Server 2012)
For operation of Web Module for login and registration one of the following web browsers is required:

1 Internet Explorer 7, 8, 9, 10 or 11. Browser security settings: Internet Explorer medium-high protec-
tion level. If high protection level is used, the following option must be specified explicitly:

A Active scripting = Enable

Note. To insure that Internet Explorer 11 works correctly, install .NET Framework 4.5 on the com-
puter with the Application Server or add the address of an application server to the list of websites
that are opened in compatibility mode.

Note. The Metro-style version of Internet Explorer 10 that comes with Windows 8 is not supported.
Note. Internet Explorer 64-bit is only supported under Windows 7/2008+ if Silverlight 5 is installed.
1  Mozilla Firefox 14 or later (32-bit). Security settings for Mozilla Firefox:
A Java scripting = Enable
1 Google Chrome 20 or later (32-bit). Security settings for Google Chrome:
A JavaScript = Allow all sites
Processing Server

f PC with Ir]teIE PeqtiumE/QeIeronE/QoreEZ Duo/ Quad/ XeonE/
K6/ Turi onE/ At hl onE/ DuronE/ SempronE with a minimum cl ock

1 Operating system: Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008 R2 SP1 + Desk-
top Experience, Windows Server 2012 + Desktop Experience, Windows Server 2012 R2 + Desktop Experi-
ence.

1 Memory: no less than 2 GB
1 Hard disk space: 100 MB for installation
f Videocard and display with a resolution of 102471768
1  The computer where the server is installed must be connected to your domain
Licensing Server

] PCwithInteIE PentiunjE/CeIeernE/CoreEAZ Duo/ Quad/ XeonE/ Cor ekE
K6/ Turi onE/ At hl onE/ DuronE/ SempronE with a minimum cl ock

1 Operating system: Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008 R2 SP1 + Desk-
top Experience, Windows Server 2012 + Desktop Experience, Windows Server 2012 R2 + Desktop Experi-
ence.

1 Memory: no less than 2 GB

1 Hard disk space: 100 MB for installation

1  The computer where the server is installed must be connected to your domain
Stations
Project Setup Station

f PC with IntéeCEIlPenhEUM@EreE2 Duo/ Quad/ XeonE/ CoreE i3/ Cor
K6/ TurionE/ Athl onE/ DuronE/ SempronE with a minimum clock

1  Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Windows Server
2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008 R2 SP1+ Desktop Ex-
perience, Windows Server 2012 + Desktop Experience, Windows Server 2012 R2 + Desktop Experience (for
localized interfaces, corresponding language support is required)

1 Memory: 512 MB for each CPU core, but no less than 1 GB
1 Hard disk space: 1.5 GB (including 1 GB for installation)

E 2014 RrBdBction LLC. All rights reserved. s
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1
il
1

il

f
f
1

il

Scanner supporting TWAIN, WIA or ISIS

Video card and display with a resolution of 102471768

The computer where the station is installed must be connected to your domain

Microsoft .NET Framework 3.5 SP1
Processing Station

PC with IntelE PentiumE/ CeleronE/ CoreE2 Duo/ Quad/ XeonE/
K6/ Turi onE/ At hl onE/ DuronE/ SempronE with a minimum cl ock

Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Windows Server

2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008 R2 SP1 + Desktop Ex-

perience, Windows Server 2012 + Desktop Experience, Windows Server 2012 R2 + Desktop Experience (for
localized interfaces, corresponding language support is required)

Memory: 512 MB for each CPU core, but no less than 1 GB

Hard disk space: 1.5 GB (including 1 GB for installation)

The computer where the station is installed must be connected to your domain

Microsoft .NET Framework 3.5 SP1
Verification Stations

Verification Station

il

f
1
f
1

il

PC with IntelE PentiumE/ CeleronE/ CoreE2 Duo/ Quad/ Xe

K6/ TurionE/ Athl onE/ DuronE/ SempronE with a mi

Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Win-
dows Server 2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008
R2 SP1 + Desktop Experience, Windows Server 2012 + Desktop Experience, Windows Server
2012 R2 + Desktop Experience (for localized interfaces, corresponding language support is re-
quired)

Memory: 512 MB for each CPU core, but no less than 1 GB

Hard disk space: 1.5 GB (including 1 GB for installation)

Video card and display &ith a resolution of
The computer where the station is installed must be connected to your domain

Microsoft .NET Framework 3.5 SP1

Remote Verification Station

il

f
1
f

il

ni mum c |

1024176

PC with IntelE PentiumE/ CeleronE/ CoreE2 Duo/ Quad/ Xe
K6/ Turi onE/ At hl omreEd DH r wintEh S@ mmi ni mum cl ock speed of

Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Win-
dows Server 2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008
R2 SP1 + Desktop Experience, Windows Server 2012 + Desktop Experience, Windows Server
2012 R2 + Desktop Experience (for localized interfaces, corresponding language support is re-
quired)

Memory: 1 GB
Hard disk space: 100 MB
Video card and display with a resolution of

Microsoft .NET Framework 3.5 SP1

Web Verification Station

1
f

Video card and display with a resolution of

102471 76 ¢

102471 76 ¢

Silverlight 5.1.20913 or later. (Microsoft Internet Explorer 11 only supports SilverLight when running

under Windows 7 SP1 or Windows 8.1).

One of the following web browsers:

il

Internet Explorer 7, 8, 9, 10 or 11.

Browser security settings: Internet Explorer medium-high protection level. Detailed required settings

for Internet Explorer:

E 2014 RrBdBction LLC. All rights reserved.



Run ActiveX controls and plug-ins = Enable
Script ActiveX controls marked safe for scripting = Enable

Active scripting = Enable

> > > >

File Download = Enable (to install Silverlight)

Note. To insure that Internet Explorer 11 works correctly, install .NET Framework 4.5 on the com-
puter with the Application Server or add the address of an application server to the list of websites
that are opened in compatibility mode.

Note. The Metro-style version of Internet Explorer 10 that comes with Windows 8 is not supported.
Note. Internet Explorer 64-bit is only supported under Windows 7/2008+ if Silverlight 5 is installed.
1 Mozilla Firefox 14 or later (32-hit).
Security settings for Mozilla Firefox:
A Java scripting = Enable
A Firefox will remember history (Tools -> Options -> Privacy) = Disable
1 Google Chrome 20 or later (32-bit).
Security settings for Google Chrome:
A JavaScript = Allow all sites
A Plug-ins = Run automatically

Note. All plugins are disabled by default. To enable a plugin, open chrome://plugins/ in the
browser and select the Always allowed option for the desired plugin.

Data Verification Stations
Data Verification Station

f PC with Ir]teIE PeqtiumE/(}eIeronE/(}oreEZ Duo/ Quad/ Xe
K6/ Turi onE/ At hl onE/ DuronE/ SempronE with a mini mum c|l

1 Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Win-
dows Server 2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008
R2 SP1 + Desktop Experience, Windows Server 2012 + Desktop Experience, Windows Server
2012 R2 + Desktop Experience (for localized interfaces, corresponding language support is re-
quired)

1 Memory:1GB
1 Hard disk space: 100 MB
f Video card and display with a resolution of 102471 76 ¢

9  Microsoft .NET Framework 3.5 SP1
Web Data Verification Station

f Video card and display with a resolution of 10241 76¢

1  Silverlight 5.1.20913 or later. (Microsoft Internet Explorer 11 only supports SilverLight when running
under Windows 7 SP1 or Windows 8.1).

One of the following web browsers:
1 Internet Explorer 7, 8, 9, 10 or 11.

Browser security settings: Internet Explorer medium-high protection level. Detailed required settings
for Internet Explorer:

A Run ActiveX controls and plug-ins = Enable

>

Script ActiveX controls marked safe for scripting = Enable
A Active scripting = Enable
A File Download = Enable (to install Silverlight)

Note. To insure that Internet Explorer 11 works correctly, install .NET Framework 4.5 on the com-
puter with the Application Server or add the address of an application server to the list of websites
that are opened in compatibility mode.

Note. The Metro-style version of Internet Explorer 10 that comes with Windows 8 is not supported.

E 2014 RrBdBction LLC. All rights reserved. 10



Note. Internet Explorer 64-bit is only supported under Windows 7/2008+ if Silverlight 5 is installed.
Mozilla Firefox 14 or later (32-bit).
Security settings for Mozilla Firefox:
A Java scripting = Enable
A Firefox will remember history (Tools -> Options -> Privacy) = Disable
Google Chrome 20 or later (32-bit).
Security settings for Google Chrome:
A JavaScript = Allow all sites
A Plug-ins = Run automatically

Note. All plugins are disabled by default. To enable a plugin, open chrome://plugins/ in the
browser and select the Always allowed option for the desired plugin.

Scanning Stations
Scanning Station

il

1
1
1
f

il

PC with linumB/ECPleatonE/ CoreE2 Duo/ Quad/ XeonE/ CoreE i

K6/ TurionE/ At hl onE/ DuronE/ SempronE with a mi

Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Win-
dows Server 2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008
R2 SP1 + Desktop Experience, Windows Server 2012 + Desktop Experience, Windows Server
2012 R2 + Desktop Experience (for localized interfaces, corresponding language support is re-
quired)

Memory: 1 GB

Hard disk space: 1 GB (including 200 MB for installation and space for scanned images)
Scanner supporting TWAIN, WIA or ISIS

Video card and display with a resolution of

Microsoft .NET Framework 3.5 SP1

ClickOnce Scanning Station

PC withPdmttiedmkE/ Cel er onE/ CoreE2 Duo/ Quad/ XeonE/ Cor ekE
|

il

il

K6/ Turi onE/ At hl onE/ DuronE/ SempronE with a mi

Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Win-
dows Server 2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008
R2 SP1 + Desktop Experience, Windows Server 2012 + Desktop Experience, Windows Server
2012 R2 + Desktop Experience (for localized interfaces, corresponding language support is re-
quired)

Memory: 1 GB

ni mum c |

102471 76 ¢

ni mum ¢

Hard disk space: 1 GB (including 90 MB for installation and space for scanned images). The size of

downloadable file is 41 MB.
Scanner supporting TWAIN, WIA or ISIS
Video card and display with a resolution of

Internet Explorer 7 or higher for ClickOnce deployment

102471 76 ¢

Note. To insure that Internet Explorer 11 works correctly, install .NET Framework 4.5 on the com-
puter with the Application Server or add the address of an application server to the list of websites

that are opened in compatibility mode.

Microsoft .NET Framework 3.5 SP1

Web Scanning Station

1

Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Win-
dows Server 2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008
R2 SP1 + Desktop Experience, Windows Server 2012 + Desktop Experience, Windows Server
2012 R2 + Desktop Experience (for localized interfaces, corresponding language support is re-
quired)

Video card and display with a resolution of

E 2014 RrBdBction LLC. All rights reserved.
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Scanner supporting TWAIN. WIA scanners are visible to the station but they are not guaranteed to
work.

Silverlight 5.1.20913 or later. (Microsoft Internet Explorer 11 only supports SilverLight when running
under Windows 7 SP1 or Windows 8.1).

One of the following web browsers:

il

Internet Explorer 7, 8, 9, 10 or 11.

Browser security settings: Internet Explorer medium-high protection level. Detailed required settings
for Internet Explorer:

A Run ActiveX controls and plug-ins = Enable
A Script ActiveX controls marked safe for scripting = Enable
A Active scripting = Enable

A File Download = Enable (to install Silverlight)

Note. To insure that Internet Explorer 11 works correctly, install .NET Framework 4.5 on the com-
puter with the Application Server or add the address of an application server to the list of websites
that are opened in compatibility mode.

Note. The Metro-style version of Internet Explorer 10 that comes with Windows 8 is not supported.
Note. Internet Explorer 64-bit is only supported under Windows 7/2008+ if Silverlight 5 is installed.
Mozilla Firefox 14 or later (32-bit).
Security settings for Mozilla Firefox:

A Java scripting = Enable

A Firefox will remember history (Tools -> Options -> Privacy) = Disable
Google Chrome 20 or later (32-bit).
Security settings for Google Chrome:

A JavaScript = Allow all sites

A Plug-ins = Run automatically

Note. All plugins are disabled by default. To enable a plugin, open chrome://plugins/ in the
browser and select the Always allowed option for the desired plugin.

The table below lists the operating systems on which the ABBYY Scanning Plug-In can be installed with vari-
ous permissions.

ABBYY Scanning Plug-In

oS Permissions UAC CAB EXE
Windows Administrator - P P
ServSeFr)ZZOOS Ui _ = p*
Installation is forbidden by
default
Windows XP | Administrator - P P
SP3
User - P P
Internet Explorer 8 or higher is
required
Windows Administrator Yes P P
Vista SP2,
Windows
Server 2008
SP2 No P P

E 2014 RrBdBction LLC. All rights reserved. 12




User Yes P P
The administrator password
will be required
No P P
Internet Explorer 8 or higher is
required
Windows 7 | Administrator Recommended P P
SP1,
Windows
Server
2008 R2 No P P
SP1
User Recommended P P
The administrator password
will be required
No P P
Windows Administrator Recommended P P
8/8.1
No P P
User Recommended P P
The administrator password
will be required
No (@) P
Windows Administrator Recommended O p **

Server 2012

Installation is forbidden by

default

E 2014 RrBdBction LLC. All rights reserved.

13




No O

P**
Installation is forbidden by
default

User Recommended O

P**
Installation is forbidden by
default

No O

P**
Installation is forbidden by
default

Windows Administrator Recommended O
Server 2012
R2

P**
Installation is forbidden by
default

No O

P**
Installation is forbidden by
default

User Recommended O

P**
Installation is forbidden by
default

No (@)

P**
Installation is forbidden by
default

*Note: To allow the ABBYY Scanning Plug-In to be installed by users, select the Disable Windows Installer
option (select Computer Configuration -> Administrative Templates -> Windows Components -> Windows In-

staller) and set it to Never.

**Note: To allow the ABBYY Scanning Plug-In to be installed on Windows Server 2012, run the executable
file Setup.exe as Administrator or change the security policy by setting the value of the registry key

HKEY_LOCAL_MACHINE\Software\Policies\MicrosoftWindows\l nst al | er

Di sabl e MSI to

Note: For detailed instructions on how to install the ABBYY Scanning Plug-In, see Web Scanning Station

Help.
Web Capture Station

1 Operating system: Windows XP SP3, Windows Vista SP2, Windows 7 SP1, Windows 8/8.1, Windows Server
2003 SP2, Windows Server 2008 SP2 + Desktop Experience, Windows Server 2008 R2 SP1 + Desktop Ex-
perience, Windows Server 2012 + Desktop Experience, Windows Server 2012 R2 + Desktop Experience (for

localized interfaces, corresponding language support is required)

1 Video card and display with a resolution of 10241768

1  Scanner supporting TWAIN. WIA scanners are visible to the station but they are not guaranteed to work.

1 Silverlight 5.1.20913 or later. (Microsoft Internet Explorer 11 only supports SilverLight when running under

Windows 7 SP1 or Windows 8.1).
One of the following web browsers:

1 Internet Explorer 7, 8, 9, 10 or 11.

Browser security settings: Internet Explorer medium-high protection level. Detailed required settings for In-

ternet Explorer:
A Run ActiveX controls and plug-ins = Enable
A Script ActiveX controls marked safe for scripting = Enable
A Active scripting = Enable

File Download = Enable (to install Silverlight)

E 2014 RrBdBction LLC. All rights reserved.
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Note. To insure that Internet Explorer 11 works correctly, install .NET Framework 4.5 on the computer with
the Application Server or add the address of an application server to the list of websites that are opened in
compatibility mode.

Note. The Metro-style version of Internet Explorer 10 that comes with Windows 8 is not supported.
Note. Internet Explorer 64-bit is only supported under Windows 7/2008+ if Silverlight 5 is installed.
1 Mozilla Firefox 14 or later (32-bit).
Security settings for Mozilla Firefox:
A Java scripting = Enable
A Firefox will remember history (Tools -> Options -> Privacy) = Disable
1 Google Chrome 20 or later (32-bit).
Security settings for Google Chrome:
A JavaScript = Allow all sites
A Plug-ins = Run automatically

Note. All plugins are disabled by default. To enable a plugin, open chrome://plugins/ in the browser and
select the Always allowed option for the desired plugin.

For operation of Web Capture Station, ABBYY Scanning Plug-In must be installed. Installation restrictions
are listed in the table. For detailed instruction on how to install ABBYY Scanning Plug-In, see Web Scanning
Station help.

Supported virtual machines
The following virtual machines are supported:
1  VMware Server 2.0 (this platform is no longer supported by the manufacturer)
T VMware Workstation 6.5 - 9.0
1 VMware ESXi 4.1.0 (server component of VMware vSphere)
1

Hyper-V 6.0, 6.1 or 6.2 (Hyper-V version corresponds to the version of the operating system. Under Windows
Server 2008, Hyper-V 6.0 is used.)

Note: Hyper-V virtual machines do not work with USB devices. VMware ESXi virtual machines work with Wibu drivers
only, iKey drivers are not supported.

General information

Server operation system like Microsoft Windows Server 2008, 2008R2, 2012 should be used for server part of ABBYY
FlexiCapture installation.

The distributed installation of FlexiCapture includes three servers:

1  Application Server

1 Licensing Server

1 Processing Server
The Application Server coordinates the work of the stations ensures the correct operation of ABBYY FlexiCapture.
The following three steps are required to install the distributed version of ABBYY FlexiCapture:

1. Prepare the Application Server.
2. Install the servers.

3. Install the workstations.

Preparing the Application Server for installation on Windows 2012
These instructions can also be used when installing the Application Server on Windows 8.
The following components must be installed on your computer before you can install the Application Server:
1 .Net Framework 4.0
1 IS (Internet Information Services)
1  This component can be installed by selecting Install External Components in the Autorun menu.
The .Net Framework 4.5 component is installed by default on Windows 2012 and Windows 8. Information about the

installed versions of .Net Framework can be found in the Windows registry. For more information, please refer to the
Microsoft website.
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1IS is installed using the server administration console. Press the Add roles and features button and select the Web
Server (1IS) value in the roles list to install 1IS. You may need the Windows installation disk to perform this operation.
The following 1IS components must be installed:
.Net Framework 4.5 Features
ASP.NET 4.5
Web Server (IIS)
Web Server
Common HTTP Features
Static Content
Default Document
HTTP Errors
HTTP Redirection
Application Development
.Net Extensibility 4.5
ASP.NET 4.5
ISAPI Extensions
ISAPI Filters
Security
Basic Authentication
Windows Authentication
Request Filtering
Management Tools
IIS Management Console
1IS 6 Management Compatibility
IIS 6 Metabase Compatibility
IS 6 WMI Compatibility
IIS 6 Scripting Tools
You may also install other IS components.

Preparing the Application Server for installation on Windows Server 2008 R2

This instruction can also be used when installing the Application Server on Windows 2008, Windows 7 and Windows
Vista.

Important! Before you start, it is recommended to disable the UAC or to perform all actions using the native adminis-
trator account.

To disable UAC:
1. In Control Panel open User Accounts.

f,‘, User Accounts 1ol =l
Q( ;]O li{ = Control Panel = User Accounts + Liser Accounts - lm] I Search Control Panel \!’_]_04
(7]

Control Panel Home Make changes to your user account

Manage your credentials Change your password —

Create a password reset disk Remave your password Administrator

. ‘ & Administrator
Manage your flle encryption Change your picture LL_) Password protected
certificates |

Configure advanced user profile

properties ! Manage another account

Change my environment variables 'ﬁi' Change User Account Control settings

2. Click Change User Account Control settings link and in the dialog box that opens, decrease the level of
user control to Never notify.
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G_‘ User Account Control Settings _ | ] | il

| v

Choose when to be notified about changes to your computer

User Account Control helps prevent potentially harmful programs from making changes to your computer,
Tell me more about User Account Contral settings

Always notify

Never notify me when:

® Programs try to install software or make changes to my
computer

® [ make changes to Windows settings

.@. Mot recommended. Choose this only if you need to use
programs that are not certified for Windows 7 because
—-_1- they do not support User Account Contral.

Mever notify

3. For changes to take effect, restart the computer after turning off UAC.

The Application Server coordinates the work of the stations ensures the correct operation of ABBYY FlexiCapture.
The following components must be installed on your computer before you can install the Application Server:

1 .Net Framework 4.0

Select Install External Components in the Autorun menu to install this component.

Note: Information about the installed versions of .Net Framework can be found in in the Windows regis-
try. For more information, please refer to the Microsoft website.

1 1IS (Internet Information Services)

The Application Server can only be installed on a computer on which Microsoft Internet Information Server 7 or later is

installed. IIS is required for the correct operation of the Application Server, the Administration and Monitoring Console
and Web Stations.

To install 1S, do the following:

1. In My Computer local menu, choose Manage.
2. Inthe Server Manager console that opens, click Add Roles and from the roles list select Web Server (IIS).
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E;: Server Manager

=101 x|

File  Acton View Help
&= #=H

f}:! Roles T |
@:j Features
i Diagnostics
:ﬁ’& Configuration
5 Storage

r

View the health of the roles installed on your server and add or remove roles and features.

“| Roles Summary Roles Summary Help

+! Roles: 0of 17installed i{:a Add Roles

B Remove Roles

| | LI {; Last Refresh: Today at 4:32 AM  Configure refresh

Add Roles Wizard

ﬁ Select Server Roles

Before You Begin

Select one or more roles to install on this server.,

Server Roles Roles: Description:
Web Server (IIS) [] Active Directory Certificate Services Web Server (II5) provides a reliable,
} i . _ manageable, and scalable Web
Role Services LI Active Directory Domain Services application infrastructure.
o — D Active Directory Federation Services
oniirmation [ Active Directory Lightweight Directory Services
Progress

|:| Active Directory Rights Management Services
Results [ Application Server

|:| DHCP Server

|:| DMS Server

[ Fax Server

[] File Services

|:| Hyper-¥

] Network Policy and Access Services

|:| Print and Document Services

[] Remote Desktop Services

Web Server (II5)
] windows Deployment Services
[] windows Server Update Services

More about server roles

< Previous | Mext = I Install | Cancel |

During installation, Windows may ask you for the source distribution files, so you need to have Windows in-
stallation CD.

Enable installation of the following IS internal components:
Web Server

Common HTTP Features
Static Content
Default Document
HTTP Errors
HTTP Redirection

Application Development
.Net Extensibility 4.5
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ASP.NET 4.5
ISAPI Extensions
ISAPI Filters

Security
Basic Authentication
Windows Authentication
Request Filtering

Management Tools

1IS Management Console

11IS 6 Management Compatibility
IIS 6 Metabase Compatibility
IS 6 WMI Compatibility
IIS 6 Scripting Tools

Other IIS components can be installed according to user preferences, e.g., perform a complete installation of

IIS.

Installing the servers
Once you have made the preparations for installing the Application Server, install the servers.

By default, all servers are installed on the same computer. However, you can install them on different computers by
disabling the redundant servers in the setup program.

To install the ABBYY FlexiCapture servers:

1.
2.

In the Autorun menu, select Distributed Installation. Next, select Install Servers to start the installation.

Select a setup language. The setup program will compare the locale of your system and the selected lan-
guage. If the languages are incompatible, a warning message is displayed.

Next, the setup program checks the version of your operating system and the availability of the administrative
permissions. If the version of the operating system is not supported by the program or you do not have the
appropriate permissions, a warning message is displayed and the setup program is terminated.

If all the checks are passed successfully, the end-user license agreement will be displayed. Read the license
agreement carefully and if you agree with the terms of the agreement, select the corresponding option and
click Next.

A dialog box will open prompting you to enter some information about yourself. Enter the required information
and continue with the installation.

Next, select the servers to install. You can also specify a destination folder. By default, the program is in-
stalled to: %systemdrive%\Program Files (x86)\ABBYY FlexiCapture 11 Servers
(Yosystemdrive%\Program Files\ABBYY FlexiCapture 11 Servers if 32-bit OS version is used).

1

1

Processing Server i the server that controls the operation of the Processing Stations

Licensing Server i the server that stores and manages licenses. When you install servers on different
workstations, you must specify the address of this server or the Licensing Server in the format server,
without \\ or http:// (or IP-address)

Application Server i the server that controls the operation of the other components. When you install
servers on different workstations, you must specify the address of this server or the Application Server in
the format server, without \\ or http://

Web Stations 1 the Application Server components which allow operators to connect to the server and
work using a web-browser.

FlexiCapture Authentication Module 1 the Application Server component which allows operators of
Web stations to register with the system and create requests for access rights to the Web station. Pro-
vides operators of Web stations with a single entry point into the system. By default, this feature is not in-
stalled. For more information on how to choose the authentication method, please refer to How to choose
the user authentication type.

Stations Installeri s el ecti ng this opti onpfiesontdthecApplicatiort Serwer ot
that you can then deploy them from the server. SMS and Active Directory deployment are supported.
Once you select this component, you can specify the destination folder where to copy the setup files.

E 2014 RrBdBction LLC. All rights reserved. 19

at

ons



Next, the setup program will check if .Net Framework 4.0 (or 4.5, if running under Windows Server 2012) and
IIS are installed on your computer. If any of the components is missing on your computer, the setup program
will display a warning message.

The program files will be copied onto your computer. Once the installation is finished, the setup program will

display a message saying that the application has been successfully installed.

9. Once the installation is complete, License Manager will be launched automatically so that you can activate
your serial number. See Managing Your Licenses for details. The Monitoring Station will also be launched,
where you can set up the installed Application Server.

10. If you see an error message in the Administration and Monitoring Console, open the IIS Manager console
(select Start -> Administrative Tools -> Internet Information Services (l1IS) Manager) and check if IIS
server and Default Web Site are running:

& Internet Information Services (IIS) Manager - @
’(é B | €3 ) HV_B7 SERV2012 » ‘ @ @ -
File View Help
Connections . Actions
G;J' HV_B7_SERV2012 Home
<, - 23 k - Manage Server
H\ﬁ Start Page . _ _— *  Restart
: Filter: - i Show All | G by: - -
4182 AV B7 SERV2012 (HV B7 SERv2 | 80 T N show roup by: Area
2 Application Pools ASP.NET . Stop
4-[@| Sites 2 3 e y : .
€D Default Web Site 7_:;;} N~ “ ‘;%’ ab| View Application Pools
I - | aspnet_client MET NET JMET Error NET MET Trust  Application  Connection View Sites
4 :—9 FlexiCapturel Authorizat... Compilation Pages Globalization Levels Settings Strings Get Mew Web Platform
b Capture Components

? DataVerification
? Monitoring

:9 Server

=
=
b :9 Scanning
=
b :9 Verification

< m

Ready

5 B & &

Machine Key Pages and Providers  Session State SMTP E-mail

Controls
1

D o L =

Authentic..  Default

E

Error Pages Handler HTTP HTTP ISAP] and
Document Mappings Redirect Respon..  CGI Restri..
- - o e B -~
At =S = En =
U b, <,'::.[| ; £l o= A ety
ISAPI Filters  MIME Types  Modules Output Request Server Worker
Caching Filtering Certificates  Processes
Management
E.
Configurat... Feature Shared
Editor Delegation Configurat...

> 1] Features View | 2 Content View

@ Help

Online Help

&

If the server is stopped, in the Manage Server menu, choose Start. Similarly, check whether Default Web Site

is running.

IMPORTANT! The Application Server should be available on the Internet if you wish to use the remote stations over

the Internet.

Removing ABBYY FlexiCapture servers in silent mode

msiexec /x {uninstall registry key}.

The location of the uninstall registry key:
HKEY_LOCAL_MACHINE\Software\Microsoft\Windows\CurrentVersion\Uninstall (the Product ID is in the name
of the subkey with the product name in its values). You can also determine the Product ID by executing the following
command in the command line: "wmic product where "Name like '%FlexiCapture%'™ get Name, Version,

IdentifyingNumber".

External components required for the correct operation of the system

1 iKey driver

This component is required if you plan to use a license stored on an iKey USB dongle manufactured by Rain-
bow. On a 64-bit operating system, you must install a 64-bit version of iKey driver manually. It can be in-
stalled by selecting Install External Components in the Autorun menu.

On 32-bit operating systems, no additional steps are required to install the iKey driver, as it will be installed

automatically.

E 2014 RrBdBction LLC. All rights reserved.

20



19 CodeMeter runtime

This component is required if you plan to use a license stored on a CodeMeter USB dongle manufactured by
Wibu-Systems. No additional steps are required to install the driver. Installation will be done automatically
when the Licensing Server is installed.

1 Microsoft Core XML Services (MSXMLG6)
This component is required for the operation of the Application Server. It is installed automatically.

1 Crystal Reports

This component is used by the Administration and Monitoring Console to generate reports. Crystal Reports
can be installed on the same computer where the Application Server is installed. Without this component,
you will not be able to generate reports. However, all other Application Server management functionality will
be available. ABBYY FlexiCapture supports Crystal Reports basic for Visual Studio .NET 2008 and Crystal
Reports 2010. Crystal Reports is not installed automatically and should be installed manually. A 32-bit ver-
sion of Crystal Reports basic for Visual Studio .NET 2008 can be installed by selecting Install External Com-
ponents in the Autorun menu.

Note: Whether to install a 32- or 64-bit version of Crystal Reports is determined by the mode, in which the
pool of the Administration and Monitoring Console is running in IS (FlexiCapture 11 Monitoring). For details,

s e &ysiem components in IIS and their configuration. 6 By default the pool of
Console runs in 32-bit mode. However, it can be transferred to 64-bit mode, which allows you to use Crystal
Reports 64-b i t . For &witthag dystem cosnpoeents to 64-bit mode. 0

If the bit does not match or Crystal Reports is not installed, the following error message will appear:

A runtime error occurred:

CrystalReports loading failed

Details:

Description Exception has been thrown by the target of an invocation.

Source mscorlib

Stack trace at System.RuntimeTypeHandle.Createlnstance(RuntimeType type, Boolean publicOnly, Boolean
noCheck, Boolean& canBeCached, RuntimeMethodHandle& ctor, Boolean& bNeedSecurityCheck) at Sys-
tem.RuntimeType.CreatelnstanceSlow(Boolean publicOnly, Boolean fillCache) at Sys-
tem.RuntimeType.Createlnstancelmpl(Boolean publicOnly, Boolean skipVisibilityChecks, Boolean fillCache)
at System.Activator.Createlnstance(Type type, Boolean nonPublic) at Sys-
tem.RuntimeType.Createlnstancelmpl(BindingFlags bindingAttr, Binder binder, Object[] args, Culturelnfo cul-
ture, Object[] activationAttributes) at System.Activator.Createlnstance(Type type, BindingFlags bindingAttr,
Binder binder, Object[] args, CultureInfo culture, Object[] activationAttributes) at Sys-
tem.Reflection.Assembly.Createlnstance(String typeName, Boolean ignoreCase, BindingFlags bindingAttr,
Binder binder, Object[] args, Culturelnfo culture, Object[] activationAttributes) at
ReportManager.loadCrystalReports()

System components in IIS and their configuration

This section describes the IIS configuration which is required for the operation of FlexiCapture. This configuration is
selected automatically when you install the program. However, if any errors occur, the information in this section may
help you make sure that IIS is configured correctly.

Application pools
During the installation of the Application Server, the installer automatically adds three 1S application pools associated
with ABBYY FlexiCapture 11. Application pools enable interaction with workflows bound to one or more applications

and sharing data between them.
FlexiCapture 11 Monitoring i enables the operation of the Administration and Monitoring Console
FlexiCapture 11 Web Services 1 enables the operation of the Application Server.

FlexiCapture 11 Web Stations i enables the operation of the Web stations: Web Verification station, Web Data Veri-

fication station, and Web Capture station.

All pools are configured automatically during the installation of ABBYY FlexiCapture. Pool settings critical for correct
operation of the Application Server, are listed below:

- .Net Framework Version = v4.0

E 2014 RrBdBction LLC. All rights reserved. 21



Managed Pipeline Mode = Integrated

Identity = NetworkService

ABBYY FlexiCapture application pools work in 32-bit mode. In IIS Manager Console, you can check if 32-bit mode is

enabled. For this, do the following:

1.

2.

Run the IS Manager Console by selecting Start -> Administrative Tools -> Internet Information Services

(IIs) Manager.

w |0; » HV_B7 SERV2012

»

File View Help

@-H|2 |8

: rﬂ'j Start Page

4195 HV_B7_SERV2012 (HV_B7_SERVZ)

Q Application Pools
48] Sites
46D Default Web Site
-0 aspnet_client
4 ,‘? FlexiCapture1l
b.‘? Capture
pk? DataVerification
|‘> ,‘_? Monitaring
b.‘? Scanning
pk? Server
|‘> ,‘_? Verification

G‘; HV_B7_SERV2012 Home

Filter: * WGo - %Showml |Group by: Area - B~
ASPMET
s & N & E
B @ 0 =R (=
.NET NET NET Error .NET {NET Trust  Application Connection
Autherizat.. Compilation Pages Globalization Levels Settings Strings
& R &
Machine Key Pagesand  Providers  Session State SMTP E-mail
Controls
115
h ushy A ? 3
ﬂi& (/] Q’ﬂ 99 “ &
Authentic... Default Error Pages Handler HTTP HTTP ISAPI and
Document Mappings Redirect Respon..  CGl Restri..,
E " L o= — Y
& = <=l ol = ([ Ty
ISAPI Filters  MIME Types  Modules Qutput Request Server Worker
Caching Filtering Certificates  Processes
Management
€N,
Configurat.., Feature Shared
Editor Delegation Configurat...

< m >

Ready

@ Features View |- Content View

Choose Application Pools.
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Manage Server
Restart
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Stop

View Application Pools
View Sites

Get New Web Platform

Components

Help
Online Help

&
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@ |@ » HV_B7 SERV2012

+ Application Pools

File View Help

@-H|z |8

: r‘ﬁ Start Page
4 --i_ﬂ HV_B7_SERV2012 (HV_B7_SERVZ
@ Application Pools
a-[@) Sites
4 e Default Web Site
b aspnet_client
Al‘? FlexiCapture1l
p,é'? Capture
.‘? DataVerification
,‘? Monitaring

.‘? Scanning
.‘? Server

,é'? Verification

T T T T

aﬂ Application Pools

This page lets you view and manage the list of application pools on the server, Application pools are
associated with worker processes, contain one or more applications, and provide isolation among different

applications.

Filter - W Go v%ShowAH Group by: No Grouping -

Name - Status MET Fram... Managed Pipel... Identity Ap
ﬂ JNET vd.5 Started w40 Integrated ApplicationPoolld... 0
Q.NEI' wd.5 Classic Started w40 Classic ApplicationPoolld... 0
QDefaultAppPoo\ Started w40 Integrated ApplicationPeolld... 1
T HedCapture 111 Started . vi.0 i d ice 3
@FIE}(iCapturE 11 Web Services  Started w40 Integrated MNetworkService 1
@Fla(iCapture 11Web Stations ~ Started w40 Integrated MetworkService 4

<] [

< m >

Ready

d Add Application Pool...

Set Application Poel Defaults..

Application Pool Tasks
Start
Stop

N

Recycle...

Edit Application Pool
Basic Settings...

&

Recycling...
Advanced Settings...
Rename

K Remove
View Applications

@ Help

Online Help

&

3. Choose a desired pool from the list. In the Actions menu, select Advanced Sett i ngs é

4 (General)

w0
True

.NET Framewaork Version
Enable 32-Bit Applications
Managed Pipeline Mode Integrated
FlexiCapture 11 Monitoring
CQueue Length 4000

Start Automatically True

Start Mode OnDemand

CPU

Lirnit (1/1000 of %) 0

Limit Action Mohction

Limit Interval (minutes) ]

Processor Affinity Enabled False

Processor Affinity Mask 4204967295

Processor Affinity Mask (64-bit ¢ 4294367295

Process Model

Generate Process Model Event L
Identity

ldle Time-out (minutes)

NetworkService
20

Name

[name] The application pool name is the unique identifier for the
application pool.

The value of Enable 32-Bit Application must be True. It means that the pool works in 32-bit mode.

Besides, the installer adds the following applications to Default Web Site (the set of applications depends on the con-

figuration selected during the installation):

Default Web Site\FlexiCapturell\Monitoring i the Administration and Monitoring Console
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Default Web Site\FlexiCapturell\Server i the Application Server, in particular:

Default Web Site\FlexiCapturell\Server\WebhServices.dll i a web service of the Application Server which supports
both Windows and Basic authentication.

Default Web Site\FlexiCapturell\Server\WebServicesExternal.dll T a web service of the Application Server which
supports authentication by means of the FlexiCapture Authentication Module (this will be added if FlexiCapture Au-
thentication Module was selected during the installation of ABBYY FlexiCapture Servers).

Default Web Site\FlexiCapturell\Login i a Web-based interface for login and registration (this will be added if
FlexiCapture Authentication Module was selected during the installation of ABBYY FlexiCapture Servers)

Default Web Site\FlexiCapturell\DataVerification i Web Data Verification Station (will be added if the Web Sta-
tions component is selected during the installation of ABBYY FlexiCapture Servers)

Default Web Site\FlexiCapturell\Verification 7 Web Verification Station (this will be added if the Web Stations
component is selected during the installation of ABBYY FlexiCapture Servers)

Default Web Site\FlexiCapturell\Scanning i Web Scanning Station (will be added if the Web Stations component
is selected during the installation of ABBYY FlexiCapture Servers)

Default Web Site\FlexiCapturell\Capture i Web Capture Station (will be added if the Web Stations component is

selected during the installation of ABBYY FlexiCapture Servers)

Authentication settings for FlexiCapture Web Applications

To control access to the applications via http protocol, it is necessary to configure authentication settings (log-
in/password-based connectionv er i f i cat i on 9.forthis, cheosa adssired applination &ang then choose

the Authentication item.

= Internet Information Services (I1S) Manager = |0
@ = :'9 » HV_B7 SERV2012 » Sites » Default\Web Site » FlexiCapturell » | B x|y i@ <
File View Help
: &) /FlexiCapture11 H :
. = exiLapture ome
< - LAl L= / p Open Feature
- Start Page ) —
[ Filter: - WG & Show All | Group by: - - £ Explore
493 1V _B7_SERV2012 (HV_B7_SERV2 fer O 7 now roup by: Area i i
K Edit Permissions...
¥ Application Pools ASP.NET ~n
- ,;_ Sites . =h \% “ F "\ .. 9{ |:| Basic Settings...
4 19 Default Web Site = e 4 . e L= View Virtual Directories
[+~ aspnet_client MET MNET .MET Error MNET .MET Profile .MET Roles  .MET Trust —
4. FlexiCapturell Authorizat.. Compilation Pages Globalization Levels Manage Application &
b P Capture s —_— = D Browse Application
e o — =
|>:9 DataVerification LE ?, ab| iﬂ? '_:| 5‘_\?_, % Browse %80 (http)
[ ? MD”it_U'i”Q MET Users Appl\_cation Conn_ection Machine Key Pages and Providers  Session State Advanced Settings...
[ _9 Scanning Settings Strings Centrols
b [ Server @ Help
I :9 Verification EQJ‘I Online Help
SMTP E-mail
~
h e = e B =T
@ <‘.:_1 98] AE S J'J"
thenticati Default Error Pages Handler HTTP HTTP MIME Types
i Document Mappings Redirect Respon...
.
3oel = @;
- E| d = =
Modules Output Request 551 Settings
Caching Filtering
Management -~
Configurat... w
< [T > (2 Content View
Ready Gj

Then select a required authentication method from the list and enable it.
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Internet Information Services (IIS) Manager -

(_9 » HV_B7 SERV2012 » Sites » Default Web Site » FlexiCapturell » |&D

@F

File View Help

' P Authenticat -
Authentication
€, - L & 5, 8 Click here to learn how to
&5 Start Page . configure Extended
e Group by: Mo Groupin - rotecti
493 HV_B7_SERV2012 (HV_ET_SERV2 i foapmg Brmlection
2 Application Pools MName Status Response Type 2
;_Q' Sites Anonymous Authentication Disabled
46D Default Web Site ASP.NET Impersonation Disabled Disable
|> °| aspnet_client Basic Authentication Enabled HTTP 401 Challenge Advanced Settings...
4 [P FlexiCapturell Forms Authentication Disabled HTTP 302 Login/Redirect Proviie e
pii' Capture | Windows Authentication Enabled HTTP 401 Challenge f @ e
b (P DataVerification ] =1
Monitoring Online Help
Scanning
Server
=¥ Verification
Configuration: 'Default Web Site/FlexiCapturel1' web.config Gﬂ

To access ABBYY FlexiCapture applications, different authentication types are used:

Windows authentication i a user tries to login to the server using the same credential under which the user browser
runs. (Using UTF-8-encoded characters in the user name and the password may be not supported.) To pass Windows
authentication, the user must be either a local user of the computer or a user of the domain which includes this com-
puter.

Basic authentication 7 login and password are transmitted over the network in clear text. To pass Windows authen-
tication, the user must be either a local user of the computer or a user of the domain which includes this computer.

Anonymous authentication i the server does not require the client to transfer the credential. Users accessing the
server operate under a special local account, that is, they are considered local users and are authenticated on their
computers.

FlexiCapture Authentication Module (ABBYY FlexiCapture Authentication) i user name and password are
passed the same way as when using Basic authentication, authentication is performed against a FlexiCapture data-
base which stores usersd6 |l ogins and password hashes.
password of the account match the login and password specified in the FlexiCapture database. This makes it possible
to use logins and passwords which are not related to Windows user accounts.

By default, the FlexiCapture Authentication Module is not installed during the installation of servers. In this case, the

following authentication settings are specified in IIS:

Default Web Site\FlexiCapturel1\Monitoring (Administration and Monitoring Console) - only Windows authentica-

tion:
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@ » HV_B7 SERV2012 » Sites » DefaultWeb Site » FlexiCapturell » Monitoring »

File View Help

e -8 Authentication © Hep
?ﬂ Start Page Group by: Mo Grouping . Online Help
495 HV_BT_SERV2012 (HV_B7_SERV2 -
: @ Application Pools MName Status Response Type
a (6] Sites Anonymous Authentication Disabled
1) Default Web Site ASP.NET Impersonation Disabled
Dﬁ aspnet_client Basic Authentication Disabled HTTP 401 Challenge
4 @ FlexiCapturel1 Forms Authentication Disabled HTTP 302 Login/Redirect
b [ Capture Windows Authentication Enabled HTTP 401 Challenge
p@ DataVerification
D@ Manitoring
|‘> @ Scanning
b@ Server
p@ Werification
< I m | | S @l Content View
Configuration: 'Default Web Site/FlexiCapture11/Monitoring’ web.config ‘ﬂ

Default Web Site\FlexiCapturell\Server (Application Server) - both Windows authentication and Basic authentica-
tion are enabled:

@ » HV_B7 SERV2012 » Sites » DefaultWeb Site » FlexiCapturell » Server »

File View Help

Authentication Actons

a-' H | Ll | 3. 0 Help
Start Page . Online Hel
a8 HV_BT_SgER\u'ZD‘Iz (Hv.B7 seRva | roup by Ne Gfup'"g ” .
@ Application Pools Mame Status Response Type
a4 (8] Sites Anonymous Authentication Disabled
4 & Default Web Site ASP.MET Impersonation Disabled
Pﬁ aspnet_client Basic Authentication Enabled HTTP 401 Challenge
‘@ FlexiCapturell Forms Authentication Disabled HTTP 302 Login/Redirect
|‘> @ Capture Windows Authentication Enabled HTTP 401 Challenge

b@ DataVerification
D@ Menitoring

[ @ Scanning

p@ Server

b@ Werification

< m [ [> (= Content View

Cenfiguration: 'Default Web Site/FlexiCapture11/Server' web.config
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Default Web Site\FlexiCapturell\DataVerification (Web Data Verification Station) - only Anonymous authentication

is enabled:
&= Internet Information Services (I1S) Manager = |0 -
@ ) B » HV_BT_SERV2012Z » Sites » DefaultWeb Site » FlexiCapturell » DataVerification » |m ’ }‘:I\ '@1"
(€ £

File View Help

Connections . . Actions
ST 3 Authentication © Hep
ifj Start Page Group by: No Grouping . Online Help
4935 HV_B7_SERV2012 (HV_B7_SERV2 .
::.? Application Pools MName Status Response Type
4.8 Sites Anonymous Authentication Enabled
a @ Default Web Site ASP.NET Impersonation Disabled
|> | aspnet_client Basic Authentication Disabled HTTP 401 Challenge
pl ’_3' FlexiCapturel1 Forms Authentication Disabled HTTP 302 Login/Redirect
b [ Capture Windows Authentication Disabled HTTP 401 Challenge
b -2 DataVerification
Menitaoring
I [ Scanning
Diif Server
I ia' Werification
< m v . - Content View
Configuration: 'Default Web Site/FlexiCapturel1/DataVerification' web.config Gﬂ

Default Web Site\FlexiCapturell\Verification (Web Verification Station) - only Anonymous authentication is ena-
bled.

Default Web Site\FlexiCapturel1\Scanning (Web Scanning Station) - only Anonymous authentication is enabled.
Default Web Site\FlexiCapturell\Capture (Web Capture Station) - only Anonymous authentication is enabled.
If the FlexiCapture Authentication Module was installed, the following authentication settings are specified in IIS:

Default Web Site\FlexiCapturell\Monitoring (Administration and Monitoring Console) - only FlexiCapture authenti-
cation is enabled for this folder and all its files and subfolders, except for the Default Web
Site\FlexiCapturell\Monitoring\DBConnection.aspx page, for which only Windows authentication is enabled, and
for the Server folder. For all pages, except for the DBConnection.aspx page, redirecting to the Default Web Site\Login
page is configured in the case of the HTTP 401 error, which enables automatic switching to the login page if the user

cannot pass the FlexiCapture authentication.

Default Web Site\FlexiCapturell\Server (Application Server) - Windows, Basic, and FlexiCapture authentications
are enabled for this folder and all its files and subfolder, except for the Default Web

Site\FlexiCapturell\Server\WebServices\External.dll file, for which only FlexiCapture authentication is enabled.

Default Web Site\FlexiCapturell\Login (Web-based interface for logging on existing users or registering new users)

- only Anonymous authentication is enabled.

Default Web Site\FlexiCapturell\DataVerification (Web Data Verification Station) - only Anonymous authentication

is enabled.

Default Web Site\FlexiCapturell\Verification (Web Verification Station) - only Anonymous authentication is ena-
bled.

E 2014 RrBdBction LLC. All rights reserved. 27



Default Web Site\FlexiCapturel1\Scanning (Web Scanning Station) - only Anonymous authentication is enabled.

Default Web Site\FlexiCapturell\Capture (Web Capture Station) - only Anonymous authentication is enabled.

Handler Mappings

In 1IS services, handlers process requests to sites and applications. The handlers are mapped to resources on a web
server and create responses to those requests. Like the modules, the handlers are implemented using native or man-
aged components, such a dynamic DLL or managed code.

After the installation of ABBYY FlexiCapture Application Server, the installer performs the following actions:

1) Adds to IIS the mappings required for correct processing requests from the Application Server. These map-
pings can be view in the IS Manager console. For this, select the Handler Mappings item for Default Web
Site\FlexiCapturell\Server (the Application Server).

g5 Internet Information Services (IIS) Manager - | &
@ = :9 » HV_B7 SERV2012 » Sites » DefaultWeb Site » FlexiCapturell » Server » | - )“’I\
File View Help
) Acti
& 3 Handler Mappings

Add Managed Handler...

%5 Start Page
.95 HV_BT SERV2012 (HV_B7_SERVZ
¥ Application Pools

Use this feature to specify the resources, such as DLLs and managed code, that handle responses for Add ScuptRI=gE
specific request types. Add Wildcard Seript Map...

Add Module Mapping...
4.[a] Sites Group by: State - . %
A-@ Default Web Site Mame - Path State Path Type Handle Edit Feaix=ReguEs s

I~ aspnet_client Enabled Revert To Parent

<@ f‘;—’"capt“m” ABBYY FledCapture 11 WebService Il Enzbled Unspecified lsapiMe View Ordered i
bo2? Copture il dil Enzbled File isapitc | | @ Help
I+ /=¥ DataVerification -
b2 vert nline Help
|>--__59 Menitoring
b--_gi Scanning
D? Server
I :9 Verification

< n >
< [ > [E] Features View || Content View
Cenfiguration: 'Default Web Site/FlexiCapture11/Server' web.config €
For correct operation of the Application Server, the instal

with the following parameters:

Request path = da*.dl 1l o

E x e c ut a bihegpubwwwrddt\FlexiCapturell\Server\WebServi ces |l sapi . dl |

o
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Edit Script Map [ |

Request path:
L]

Example: *.bas, wsvc.axd

Executable:
| Chinetpubiwwwroot\FlexiCapturel1\Server\sapiloader.dll | II'

|AEBW FlexiCapture 11 WebService

| Request Restrictions...

OK | | Cancel

Access = fAScripto

Request Restrictions _
Mapping Access

Specify the access required by the handler

) None
O Read

O Write
® Script

O Execute

OK | | Cancel

Note: It may happen that a third-party application is installed on the same computer as the Application Server, and it
can intercept requests of ABBYY FlexiCapture. In this case, the following error message will occur when starting the

Administration and Monitoring console:
A runtime error occurred:

Cannot get file storage path

Details:

Description Client found response content type of ‘text/nhtml; charset=utf-8', but expected 'text/xml'. The request failed
with the error message: -- Server Error in Application "DEFAULT WEB SITE/FLEXICAPTURE11/SERVER"Internet

Information Services 7.5
Error Summary
HTTP Error 500.0 - Internal Server Error

There is a problem with the resource you are looking for, so it cannot be displayed. Detailed Error InformationModule
IsapiModule

Notification ExecuteRequestHandler
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Handler Custom Handler

Error Code 0x8007007f

Requested URL http://127.0.0.1:80/FlexiCapturell/Server/WebServices.dllI?Handler=Default

Physical Path C:\inetpub\wwwroot\FlexiCapture11\Server\WebServices.dll

Logon Method Negotiate

Logon User WORKGROUP\WIN-COSLCUOARGAS$

In this case, a handler which intercepts the request to the Application Server is called Custom Handler.

2) For the Default Web Site\FlexiCapturell\Scanning and Default Web Site\FlexiCapturell\Capture appli-
cations, installs the level AccessPolicy = Read, Script (Execute = false). To set the parameter value manual-

ly, choose the application in the applications tree, go to the Handler Mappings section, and choose the Edit

Feature Permissions command from the Actions menu.

ISAPI and CGI Restrictions

The installer of FlexiCapture servers creates an allowance for the ISAPI-extension of the Application Server.
To view the list of allowed ISAPI-extensions, at the upper level of the IIS Manager console (the level of IIS server)

select ISAPI| and CGI Restrictions.
L5

Internet Information Services (IIS) Manager

’((f) . |€3 » HV B7 SERVZDI2 »
S

]
@ < &

File View Help
Connections

@ Y @ 1SAPI and CGI Restrictions

@i Start Page
.95 HV_BT_SERV2012 (HV_B7_SERVZ

Application Pools Group by: Ne Grouping -
A -la] Sites Description - Restricti...
2@ Default Web Site ASP.NET v4.0.30219 Allowed
b - aspnet_client ASP.NET v4.0.30319 Allowed

4-[FF FlexiCapturell

Use this feature to specify the I15AP] and CGl extensions that can run on the Web server,

Path
CA\Windows\Microsoft. NET\Framework\v4.0.3031%aspnet_isap

Ch\Windows\Microsoft NET\Frameworkf4'v4,0.303 1% aspnet_isi

 FlexiCapture 11 Web Services  Allowed

Cihinetpub\wwwroot\FlexiCapture11\Server\lsapiloader.dll

:9 Capture
:9 DataVerification
b -[# Monitoring

B

|‘> Ei Scanning

Ca

Server

b+ Microseft.VCE
b -7 Monitoring

i l> | ScanStationin
b [ Verification

<

< m v IE Features View | - Content View

Configuration: 'localhost’ applicatienHest.config

n >

®

Alerts

( E‘ The CGl module is not

installed. You can specify
CGl applications that are

allowed to run, but they will
not be able to run until the

CGl module is installed,

Actions

Add...
Deny
Edit...

Remove

Edit Feature Settings...

I Help

Online Help

&

AFl exi Capture 11 Web S elinetpub\vensvioot\ElexiCapturelil\8aerver( s atph Ld@der

allowed.
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Edit ISAPI ar CGI Restriction _

ISAPI or CGI path:
C:\inetub\wmruot\FluiCa i 4 | El

Description:

|FIexiCapture'|'| Web Services |

Allow extension path to execute

QK | | Cancel |

Checking the operation of IS

To check the operation of IIS, start IIS by selecting StartA Control PanelA Administrative ToolsA Internet Infor-
mation Services. | f a problem occurs when starting I1S, the
access the file because it is being used by another process.

This error message means that port 80 is in use. To find out which application is using the port, do the following:

1. Inthe command line (StartA Run), type
netstat -anop TCP|find ":80"
The list of connections to port 80 will be displayed and the ID of the corresponding process in the following format:
TCP 0.0.0.0:80 0.0.0.0:0 LISTENING 1264

2. Type
tasklist /SVC /FI "PID eq 1264"
replacing 1264 with the ID of the process obtained at step 1. The result will be displayed in the following format:
Image Name PID Services

Virus.exe 1264 KillMePIz

3. End the process that uses the port.
Important! Do not switch IIS over to another port, as you will not be able to start the Application Server in this case.

Switching system components to 64-bit mode
Important! This configuration is not recommended (e.g., pool of the Application Server (FlexiCapture 11 Web Ser-

vices) does not work in 64-bit mode). In particular, when using Oracle as a database server, the Oracle client through
which a connection to the database is performed must work in the same bit mode as both the pool of Administration
and Monitoring console (FlexiCapture 11 Monitoring) and the pool of Application Server. If you switch the pool of Ad-
ministration and Monitoring console to 64-bit mode, it will work in a different mode than the Application Server pool
(which works in 32-bit mode). A possible solution is to install two identically configured Oracle clients one of which

works in 32 bit mode and the other in 64 bit mode.

You may need to switch the pool of Administration and Monitoring console to 64-bit mode if you are using Crystal Re-
ports x64 (a tool for generating reports), as they must work in the same bit mode, and using Crystal Reports x32 is not
possible.
By default, the pool of the Administration and Monitoring console works in 32-bit mode. To switch it to 64-bit mode, do
the following:
1. Open IIS Manager Console by selecting Start -> Administrative Tools -> Internet Information Services
(IIS) Manager.
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€5 » HV_B7_SERV2012

File View Help

@-Hi% e
?ﬂ Start Page
485 HV_B7_SERV2012 (HV_BT_SERV2

@ Application Pools

4[] Sites

2 &) Default Web Site
|| aspnet_client
‘--,‘_E“‘ FlexiCapturell

b ,‘? Capture
b ¥ DataVerification
3 Maonitoring
3 Scanning
3 Server
3 Verification
<] [ [ [>

L} » HV_B7 SERV2012

% HV_B7_SERVZ2012 Home

Filter: - ¥ Go - gShowAll | Group by: Area
ASP.NET ~
i N2 L}
& = =NV ab|
NET NET .MET Error NET MNET Trust  Application Connection
Authorizat... Compilation Pages Globalization Levels Settings Strings
i R &
Machine Key Pages and Providers  Session State SMTP E-mail
Controls
s ~
3 = 3*5'; e
ﬁ [V] i Ijﬂ 2L ggb
Authentic... Default Error Pages Handler HTTP HTTP ISAPI and
Document Mappings Redirect Respon...  CGI Restri...
= I Er = =] =
O = 4 » & I &
ISAPI Filters  MIME Types  Medules Cutput Request Server Worker
Caching Filtering Certificates ~ Processes
Management ~
o
Configurat... Feature Shared
Editor Delegation Configurat...

» Application Pools

Manage Server
Restart

Start

Stop

[ B3

View Application Pools

View Sites

Get New Web Platform
Components

o Help

Online Help

3.

File View Help

@ -H\& e
.. Start Page
a .‘i HV_B7_SERV2012 (HV_B7_SERVZ|

Application Pools

48] Sites

a @) Default Web Site
|- | aspnet_client
A--.._E‘,‘ FlexiCapturell

Ed Capture

DataVerification

% Monitoring

Scanning

Server
,‘_E“‘ Verification

% Application Pools

This page lets you view and manage the list of application pools on the server. Application pools are
associated with worker processes, contain ene or more applications, and provide isolation among different

applications.

Filter: ~ ¥ Go - g Show All |Groupby'. Ne Grouping -

Marne - Status MET Fram... Managed Pipel... Identity Ap
@.NI:—I' vA.5 Started w40 Integrated ApplicationPoolld... 0
@.NI:T w45 Classic Started wd0 Classic ApplicationPoelld... 0
BDafauH'AppPool Started vd.0 Integrated ApplicationPoolld... 1
I@Flm{i&plule 11 Mo Started  wd0 | d MNetworkService 2
@Fle}(iCapture 11 Web Services  Started w40 Integrated MetworkService 1
@FlexiCapture 11 Web Stations  Started w40 Integrated MetworkService 4

[<] m

Content View

& Add Application Pool...

Set Application Pool Defaults...
Application Pool Tasks

Start

Stop

4
[ ]
-
“

Recycle...

Edit Application Pool
Basic Settings...
Recycling...
Advanced Settings...
Rename

x Remove

View Applications

0 Help

Online Help

From the list of pools, choose FlexiCapture 11 Monitoring and in the Actions menu, select Advanced Set-

tingsé
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Advanced Settings _

4 (General) ~
MET Framewaork Version vd.0
Enable 32-Bit Applications True
Managed Pipeline Mode Integrated
_ FlexiCapture 11 Monitoring =
Cueue Length 4000
Start Automatically True
Start Mode OnDemand
4 CPU
Limmit (1/1000 of % 0
Lirnit Action MNohction
Limit Interval (minutes) 0
Processor Affinity Enabled False
Processor Affinity Mask 4204967295

Processor Affinity Mask (64-bit ¢ 4294967295
4 Process Model

[ Generate Process Model Event L

Identity NetworkService
|dle Time-out (minutes) 20 A
Name

[name] The application pocl name is the unique identifier for the
application pool.

OK | | Cancel

The value of Enable 32-Bit Application parameter must be False. It means that the Administration and Monitoring

console works in 64-bit mode.

In addition, check if using of 64-bit version of ASP.net is allowed in IIS settings. For this, open the 1IS Manager con-

sole and choose the IIS server. From the menu on the right, select ISAPI and CGI Restrictions.

Allow using ASP.NET v4.0.30319 for Framework 64-bit (path C:\Windows\ Microsoft. NET\ Framework64\
v2.0.50727\ aspnet_isapi.dll)
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Internet Information Services (IIS) Manager

@)

|€5 » HV_B7_SERV2012 »

File View Help

< - &

; Q\j Start Page

Z..ﬁj HV_B7_SERV2012 (HV_B7_SERV2
[T ] Application Pools

(6] Sites

Gg! ISAPI and CGI Restrictions

Use this feature to specify the I15AP] and CGl extensions that can run on the Web server,

Group by: No Grouping

(i) The CGl module is not

installed. You can specify
CGl applications that are

allowed to run, but they will

not be able to run until the

. Description Restricti... Path CGl module is installed.
46 Default Web Site ASP.NET v4.0.30319 Allowed  CAWindows\Microsoft.NET\Framework\v4.0.30319\aspnet_isap | I
B ~ “P’_‘Et—"'e”t E ASP.MET v4.0,30319 Allowed  C:\Windows\Microsoft.NET\Framework64\v4.0.30319\aspnet isi
4 E\:MCCaptureﬂ FlexiCapture 11 Web Services  Allowed Cihinetpub\wwwroot\FlexiCapture11\Server\Isapiloader.dil Add...
[ apture
T I Deny
- DataVerification E_n-
[ Monitering Edit...
D? Scanning XK Remove
4-[F Server Edit Feature Settings...
i p -] Microsoft. Ve @ na
b~ Monitoring p
- ScanStaticnin Online Help
I -[2# Verification
< m >
< [ > [E] Features View || Content View
Cenfiguration: 'localhost’ applicationHost.config Gﬂ
— s || (0= 'g' fa (& 6:23 AM
7] =l e % . ig * BB g

Database server
SQL

A For the

Application

Server

t(for thevsuppkrted verSionsS $gé SySemr Reaquire-

ments). On the server, the "Mixed Mode" ("SQL server and Windows authentication") must be enabled for authentica-

tion. The installation CD contains MS SQL Server 2005 Express. It can be used for demonstration purposes and small

projects. This version limits the database size to 4 GB. If another edition or a newer version of MS SQL Server is in-

stalled on your computer, you can use that edition or version.

Required SQL Server Collation: SQL_Latin1_General_CP1_CI_AS.

Note: Microsoft Azure SQL is not supported.

Oracle

A Instead of
Requirements). For this, a 32-bit client for the Oracle database must be installed.

SQL

Server

the Oracle

c aions, bee Systene d

Important! By default, an Oracle database allows a maximum of 40 processes and 49 sessions. When these limits

are reached,
matching

protocol

t he

0

If required, increase the default values by using a script similar to the following:
connect sys/<Login> as sysdba;
alter system set sessions=<SessionCount> scope=spfile;

alter system set processes=<ProcessCount> scope=spfile;

shutdown immediate;
startup;
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Interaction of the system components

The following figure displays the system component interaction for distributed installation:

Web Applications Y f Remote Stations
T E i E r
Web Login Web Capture Web Scanning “ eb Dd.ta Admm-st_rdh_on Scanning . de_ Rl.ir."m.g
y . i ‘erification and Maonitaring - ‘Werification Verification
lModule Station Station . Station .
Station Console Station Station

. - .

Stations T Tools

Project Setup Verification FlexilLayout

F Desi
Station Station Studio ormuesigner

Fy
Y

Application Server Processing Server License Server
{1sy TCE 10022 TCP 10041
HTTP 8O0
HTTPS 443
¥ ¥ ¥
SOL Server File Storage Processing Station
TCP 1433 TCP 10023

So the following ports have to be enabled:
1 Application Serverd 80 if HTTP is used or 443 if HTTPS is used
1 Processing Server 8 10022
7 Licensing Server 8 10041
7 Processing Station 6 10023

Note: It is recommended that you should disable the iPv6 protocol in the adapter properties, otherwise addresses of
the hosts are not displayed correctly in the Administration and Monitoring Console.

Installing the stations
The following installation methods are available to install the stations:

7 manually (interactive installation)
1 from the command line
1 using Active Directory

1 using Microsoft Systems Management Server (SMS)

The automated installation methods give you speed and flexibility when installing ABBYY FlexiCapture on a local area
network, as you do not have to install the program manually on each individual workstation.

Manual (interactive) installation

To install ABBYY FlexiCapture stations:
1. Inthe Autorun menu, select Distributed Installation.
2. Select Install Workstations to start the installation.

3. Select a setup language. The setup program will compare the locale of your system and the selected lan-
guage. If the languages are incompatible, a warning message is displayed.
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4. Next, the setup program checks the version of your operating system and the availability of the administrative
permissions. If the version of the operating system is not supported by the program or you do not have the
administrative permissions, a warning message is displayed and the setup program is terminated.

5. If all the checks are passed successfully, the end-user license agreement will be displayed. Read the license
agreement carefully and if you agree with the terms of the agreement, select the corresponding option and
click Next.

6. A dialog box will open prompting you to enter some information about yourself. Enter the required information
and continue with the installation.

7. Next, select a destination folder. By default, the program is installed to: %systemdrive%\Program
Files\ABBYY FlexiCapture 11 Stations

8. Select the stations to install:
1 Scanning Station scans documents and sends them to the server for further processing

1 Processing Station automatically recognizes, imports, and exports documents; controlled by the Pro-
cessing Server

1 Project Setup Station is used to set up projects on the server and local projects

1 Data Verification Station is used to verify uncertainly recognized characters

7 Verification Station is used to verify data, correct document assembly errors, handle exceptions
1 FlexiCapture Studio is a tool for creating FlexiLayouts

1 FormDesigner is a tool for creating forms
Just like the servers, the stations can be installed on the same or on different computers.

9. If a Processing Station is selected, a dialog box will appear where you must select the account under which
the Processing Station service will run. By default, the service runs under the user NETWORK SERVICE. If
you plan to import/export data on this station from/to a storage location with restricted user rights, or if this
station is not in the domain, you can specify the user that has the appropriate rights. In this case, the Pro-
cessing Station service will run under this user.

10. The program files will be copied onto your computer. Once the installation is finished, the setup program will
display a message saying that the application has been successfully installed.

11. If FlexiLayout Studio, FormDesigner, Verification or Project Setup Station is installed, provide the name
or the address of the Licensing Server in the next dialog box. The Licensing Server is installed via server in-
stallation. The name should not contain slashes, for example: MainServer

Command line installation

By default, all FlexiCapture stations will be installed. For the name of the Licensing Server, the setup program will
specify the name of the computer from which the stations are being installed (in the case of local installation, localhost
will be specified). Network Service will be specified as the user of the Processing Station. The interface language will
be either English or the language specified in the regional settings of the operating system.

Run the setup.exe file located in the administrative installation folder using the command line options described be-
low.

Advertise installation
For advertise installation, type
Setup.exe /j

The program icon will appear in the Start menu of the workstation. Clicking this icon automatically installs the program
in default configuration.

Silent installation

In the case of silent installation, no setup dialog boxes are displayed and the program is installed in default configura-
tion.

Setup.exe /gn

Changed / qnii/oq bi f nyaninstaladion progress bar to be displayed.
No other dialog boxes will be displayed.

Additional command line options

/L<language code> disables auto selection of the interface language and installs the program with the interface lan-
guage you specified.
The following language code values are available:
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1033 English
1049 Russian

IV <command line> passes the specified command line directly to msiexec.exe. The <command line> string can be
replaced with the following commands:

INSTALLDIR="<destination>" i the path to the folder where ABBYY FlexiCapture 11 stations to be installed.
STATIONS=0,1,2,3,4,5,6 T the list of stations to install.

The numbers 0 to 6 correspond to the following stations:

07 Scanning Station

17 Processing Station

21 Verification Station

31 Data Verification Station

47 Project Setup Station

5 - FlexiLayout Studio

6 - FormDesigner

ACCOUNTTYPE=Custom, LOGIN=user name, PASSWORD=password

You can specify an account under which to run the Processing Station service.

Example:

Setup.exe /qn /L1049 /v INSTALLDIR="D:\FC11" STATIONS=1,4 ACCOUNTTYPE=Custom
LOGIN=Domain\UserLogin PASSWORD=PSWD

As a result, the Processing and Project Setup Stations will be installed into D:\FC11, and Russian will be used the
language of the interface. The Processing Station service will run under the account Domain\UserLogin and the
password will be PSWD.

PROTECTIONSERVER=ServerName i the name of the Licensing server.

Removing ABBYY FlexiCapture stations in silent mode

msiexec /x {uninstall registry key}.

The location of the uninstall registry key depends on the type of operating system.

32-bit system: HKEY_LOCAL_MACHINE\Software\Microsoft\Windows\CurrentVersion\Uninstall

64-bit system: HKEY_LOCAL_MACHINE\Software\Wow6432Node\Microsoft\Windows\CurrentVersion\Uninstall
(the Product ID is in the name of the subkey with the product name in its values). You can also determine the Product
ID by executing the following command in the command line: "wmic product where "Name like '%FlexiCapture%'™
get Name, Version, ldentifyingNumber".

Using Active Directory

MicrosoftE WindowsE 2000 Server and | aActeve Dirieaioryl whitteintam i nt egr
includes Group Policy. The Software Installation snapi in, which is part of Group Policy, allows you to install a soft-
ware application on several workstations simultaneously.

Three major installation methods are implemented in Active Directory: Publish to User, Assign to User, and As-
sign to Computer. ABBYY FlexiCapture can be installed using the Assign to Computer method. ABBYY
FlexiCapture will be installed on the specified workstation after the workstation is restarted.

The Publish to User and Assign to User methods are not supported.

When deploying ABBYY Fl exi Captur e u seicomputessinttiielDemaid Camput-t or y E, t
ers domain must have read right to the administrative installation folder.

Example: Deploying ABBYY FlexiCapture using Active Directory

The program is installed on one domain computer or on a group of domain computers:

1. During Server Installation, install the Station Installer. If you did not install the Station Installer when installing
the Application Server, install the Station Installer by selecting Control PanelA Add or Remove Pro-
gramsA Change.

2. Select StartA Control PanelA Administrative and then select the Active Directory Users and Computers
item.
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:{? Active Directory Users and Computers

@ File  Action

View Window Help

=101

JRETE

- a0E e FRE| D

eBbvEa

@ Active Directory Users and Computer

-] Saved Queries

- Fem

-] Builtin

7] Computers

(&) Domain Controllers
C] ForeignSecurityPrincipals
{2 LostandFound
(L] NTDS Quotas

(Z1 Program Data
7] System

(:] Users

| |

gag.ru 10 objects
MName I Type ] Description ]
ﬁuiltin builtinDomain
CJComputers Container Default container for upar...
(] Domain Controllers Organizational ...  Default container for dom...
(JForeignSecurityPrincipals Container Default container for secu...
([(LostandFound lostandFound Default container for orph...
DNTDS Quotas msDS-QuotaCo...  Quota specifications cont...
(JProgram Data Container Default location for storag...
DSystem Container Builtin system settings
(Cusers Container Default container for upar...
Infrastructure infrastructurel. ..

3. Righti click the site, domain, or another organized unit that contains the computer or group of computers onto
which ABBYY FlexiCapture 11 is to be installed.

:{é Active Directory Users and Computers

@ File Action \View ‘Window Help

e« On e fRE| 2

oY Qo

é Active Directory Users and Computer

gaa.ru 10 objects

MNew Window from Here

Refresh
Export List...

Properties

Help

|

| 1]

(] 5aved Queries Narme | Type | Description
S @ Delegate Contral... builtinDomain
B Find... rs Container Default container for upgr...
{ Connect to Domain.. . Controllers Organizational ...  Default container for dom...
Connect to Domain Controller... ecurityPrincipals Container Default container for secu...
Raise Domain Functional Level... Found lostandFound Default container for orph...
Operations Masters, .. otas msDS-QuotaCo...  Quota specifications cont...
e < Data Container Default location For storag...
; ;“ Tasks ¥ Conta!ner Builtin system.settlngs
L Container Default container for upgr...
View » lcture infrastructurell...

4.  On the shortcut menu, select Properties and click the Group Policy tab:
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Click New, enter a descriptive name, and click OK.
Right-click the Group Policy Object you have created and select Edit...
In the Group Policy window, right-click Computer Configuration/Software Settings/Software Installation.

On the shortcut menu, select New/Package.
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